SPECTRUM Cyber Compliance

NIST 800-171 AND CMMC

COMPLIANCE & AUDIT SUPPORT

2021 DEFENSE & FEDERAL MARKET UPDATE

= DoD contractors and subcontractors can no longer
self-certify NIST 800-171 compliance - a DoD
business requirement.

= NIST 800-171 cybersecurity assessments must be
conducted and uploaded to the SPRS system for
contractors to be eligible for DoD contracts.

= Federal agencies have added cybersecurity
(NIST, CMMC, and ISO) and supply chain risk
management (SCRM) requirements to new RFPs,
including GSA and GWAC opportunities.

SPECTRUM: YOUR CYBER COMPLIANCE PARTNER
Q09 EXPERT TEAM

v Decades of experience in cybersecurity and risk management documentation,

ﬁﬁ‘ﬁ? compliances, audits, and certifications

+/ Decades of experience in U.S. and global government and independent
standards bodies, laws, regulations, and requirements

EXPERT SUPPORT

/ Ensure compliance with all required security frameworks

v/ Help you demonstrate compliance for RFP competition

v/ Enable secure cybersecurity solutions for your organization and IP

SUCCESSFUL CLIENT RESULTS
v 100% of our clients have successfully verified compliance & documentation
v 100% of our clients have passed third-party audits and achieved certification
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